Cloquet Public Schools
Educational Technology
Student & Parent Agreement

Educational technology is used to accelerate and engage learners. Following District guidelines including the Technology Acceptable Use Policy (#517), District’s Bullying Prohibition Policy (#514) and 1:1 Device Student/Parent Handbook, allows for a successful program and meaningful student experience. Access may be revoked at any time for abusive or inappropriate conduct related to the use of educational technology.

K-12 students will be provided access to the following learning tools. Check with your student’s teacher(s) for more information about how your child may be using these tools in the classroom.

<table>
<thead>
<tr>
<th><strong>Google Apps for Education</strong></th>
<th>Google Apps for Education provides students with access to cloud storage and productivity tools including Gmail, Drive, Docs, Sheets, Slides and Sites. Mobile Apps are available for iOS and Android.</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Schoology</strong></td>
<td>Schoology is a virtual classroom space used for hosting course materials, links and activities including discussions, and turning in digital assignments. Mobile Apps are available for iPhone and iPad, Android, Amazon &amp; Kindle</td>
</tr>
<tr>
<td><strong>Parent/Student Portal</strong></td>
<td>Parent/Student Portal provides a web-based system that provides detailed, real time information, including: Demographics, Schedules, Assignments, official Grades, Attendance, Reports, and Notices. Mobile Apps are available for iOS and Android.</td>
</tr>
<tr>
<td><strong>Apple ID</strong></td>
<td>Students in the iPad 1:1 component of our Cloquet Learning Together Program uses an Apple ID to access Apps, cloud-based storage and manage the iPad.</td>
</tr>
</tbody>
</table>

I have reviewed this Educational Technology Student & Parent Agreement, and understand the rules, policies and guidelines included in the (1) Technology Acceptable Use Policy, (2) District’s Bullying Prohibition Policy and, (3) 1:1 Device Student/Parent Handbook. My child has permission to access and use their Google Apps for Education, Schoology, Student Portal and Apple ID accounts.

Student Name: ____________________________________________     Grade:_________________

Parent or Guardian:________________________________________     Date:__________________

Student Signature:_________________________________________     Date:__________________

* Before accounts are activated, this agreement must be signed and turned in to the homeroom teacher.
Regarding the Policy for Acceptable Use of Technology Resources:

The Cloquet School District provides technology resources to its students, staff, parents and community for educational, administrative, and informational purposes. The goal of providing these resources is to promote educational excellence in Cloquet Schools by facilitating resource sharing, innovation and communication with the support and supervision of parents, teachers, and support staff.

1. Students utilizing District-provided Internet and network access must first have the permission of parents and must be supervised by ISD #94 staff.
2. Access is a privilege, not a right.
3. Inappropriate or unauthorized use of network services will result in disciplinary action.
4. All systems on the District networks are filtered. All users can request a site to be blocked or unblocked.
5. The District follows the guidelines set forth in the Child Internet Protection Act (CIPA).
6. The District’s Acceptable Use Policy (#517) is available for parental review.
7. There is no guarantee of privacy and District staff can monitor technology use, files, activity and messages.
8. Files stored on school-based devices are the property of the school district.
9. Students must adhere to the guidelines in District Policy #425 regarding student use of personal electronic devices such as cell phones, laptops, and mobile devices.
10. Students may use personal devices to access the Cloquet School District Guest Wi-Fi network at their own risk and are responsible for the set-up, maintenance, and/or security of personal electronic devices.

All users are expected to follow the generally accepted rules of Digital Citizenship:

1. Be aware of the dangers of online communications with strangers.
2. Report any abusive or suggestive messages or information immediately.
3. Show respect for the educational environment when using personal electronic devices.
4. Be polite and use appropriate language.
5. Do not reveal personal information about yourself or others over the Internet.
6. Student-produced items posted with permission will be considered fair use and available to the public.
7. Each user will be responsible for changes incurred when accessing fee-for-service information sources. Parents/guardians will assume liability for any charges incurred by their children.

Some uses of network/equipment are not permitted. These include, but are not limited to:

1. Using the network for financial, commercial, or illegal activities.
2. Vandalizing, damaging, disabling, or degrading the electronic or physical property of another individual or organization.
3. Attempting to access unauthorized or inappropriate district information.
4. Wasting technology resources, including bandwidth, file space, printers, or supplies.
5. Using networks to obtain or transmit ethnic, racial, or religious hate material.
6. Accessing, uploading, downloading or distributing pornographic, obscene, sexually explicit, or graphically violent material.
7. Accessing another individual’s materials, information, or files without permission.
8. Violating copyright or otherwise using intellectual property of another individual/organization without permission.
9. Installing, copying, or removing unauthorized software from District computer systems or networks.
10. Using technology in ways that violate any of the District’s policies regarding acceptable use & behavior standards.
11. Impersonating any person or organization over the District network or Internet during school.
12. Attempting to log in through another person’s account, or use computer accounts, access codes, or network identification other than those assigned to the user.
13. Messages and records on the school district system may not be encrypted without the permission of appropriate school authorities.